
If your CEO/supervisor can’t be reached and you have questions over the following 
PKI(Public Key Infrastructure) instructions contact SOS IT help desk at 785-296-7810. 

Digital Certificate Enrollment/Installation Instructions for ET Digital 
ID’s: 

(Note: The Aladdin eToken software needs to be installed on the PC prior to beginning 
the enrollment process.) 

Make sure that your token is inserted in your computer’s USB port and that you are 
using the same computer and browser type (i.e. internet explorer, netscape, etc) 
when enrolling and picking up your certificate. 

1.	 CEO’s, supervisors, and other administrative staff should not be enrolling or 
picking up certificates for other PKI users. To abide by the State of Kansas 
policy each user needs to individually enroll and pick up their individual 
certificate. 

2.	 Navigate to the Digital ID Center using your Internet browser: 

https://onsite.verisign.com/services/InformationNetworkofKansasET/digitalidCenter.htm 

3. Click Enroll 

https://onsite.verisign.com/services/InformationNetworkofKansasET/digitalidCenter.htm


**IMPORTANT** 
j
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Your enrollment will be re ected if you do not enter EXACTLY the information provided by 
the SOS office to your CEO/supervisor. Check with your CEO/supervisor for the correct 
information to enter in these fields. If your CEO supervisor can’t be reached and you need the 
enrollment information, contact SOS IT help desk at 785-296-7810. 
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county employee), and Yearly renewals from now on will require you to remember 
and enter this same phrase or a password can be used. 

This field can be left blank. 

4. Click Submit once the entire enrollment form is entered. 



5. Verify your e-mail address was entered correctly. If your e-mail address is 
correct, click OK. If it is incorrect, click Cancel and correct this entry. 

6. You will receive a warning message titled “Potential Scripting Violation”. 
You must select Yes in order to request your certificate. 

7. The eToken software will prompt you for the password for your eToken. 
Please enter the default password provided to you. 



8. You will see a message indicating that the keys are being generated. Please 
wait until process is complete. 

9. After the process has completed you will receive a message to look in your  
e-mail. Go to your e-mail account for further instructions.  

10. Once enrollment has finished it may take 1-2 business days to receive another 
e-mail to proceed and pickup your PKI certificate. 



11.	 Once your Digital ID is approved by the Digital ID Administrator you may 
proceed and pickup your Digital ID. 

If you receive an e-mail saying your Digital ID was rejected, verify with your 
CEO/supervisor that you entered the correct information that was sent to your  
Office and start over with step 1 of the instructions. 

A sample approval e-mail is provided below: 

12. Copy the PIN Number down and then click the link in the e-mail to retrieve 
your Digital ID. 



13. Your browser should open to the Digital ID Center. Click Pick Up ID. 

14. Paste or type in the PIN number that was provided to you in the approval e-
mail. Click Submit. 



15. You will receive a warning message titled “Potential Scripting Violation”. 
You must select Yes to add the certificate to your USB token device. 

16. The eToken software will prompt you for the password for your eToken. 
Please enter the default password provided to you. 



17.   You will then receive a message indicating that your Digital ID was installed. 

18.  Go to the county web and click Downloads. The page can be found at 
http://www.kssos.org/counties 

http://www.kssos.org/counties


19.  Double Click the IntCA.cer 



20. Click Open 

21. Click Install Certificate… 



22. Click Next 

23. Click Next 



24. Click Finish 

25. Click OK. 

26. Repeat steps 19-24 to install the RootCA.cer 



27. To verify your Digital ID was installed on your USB token device properly, select 
Start Æ Programs Æ eToken Æ eToken Properties 

28. Select the Advanced button toward the top of the eToken Properties window. 



29. Enter the password provided to you for your eToken device. 

30. Select the Certificates & keys tab across the top and your certificate should be 
listed here. 

31. Click Import CA Chain and it should add the State of Kansas CA and the State of 
Kansas Root CA. 

32. You will now need to change your password from the default password provided 
to you. Click on the Details tab across the top. 



33. Click Change password… 

34. Enter the current 16 digit password and then select a new password to protect 
your USB token. This password is not retrievable, so please make sure you 
remember what it is. Click OK. Then click the X in the top right corner of the 
window to close the eToken Properties window. You are now ready to begin 
using your USB Token device. 


